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1. Introduction

The <Project Name> Test and Evaluation Master Plan (TEMP) identifies the tasks and activities to be performed so that all aspects of the system are adequately tested and that the system can be successfully implemented. The TEMP documents the scope, content, methodology, sequence, management of, and responsibilities for test activities.
1.1 Purpose

Review the OSI Testing Supplemental Information document, available in the Documents section of the OSI Best Practices Website, to obtain additional testing information while the Test and Evaluation Master Plan is completed. 

Present a clear, concise statement of the purpose for the project TEMP and identify the application system being tested by name. Include a summary of the functions of the system and the tests to be performed. If there is additional type of testing required (e.g., Disaster Recovery, Help Desk, etc.), that is not listed, include it in the project’s Test and Evaluation Master Plan.
The TEMP provides guidance for the management of test activities, including organization, relationships, and responsibilities. Stakeholders may assist in developing the TEMP, which describes the nature and extent of tests deemed necessary. This provides a basis for verification of test results and validation of the system. The validation process ensures that the system conforms to the functional requirements and that other application or subsystems are not adversely affected. A test summary report is developed after each stage of testing to record the results, obtain approvals, and to certify readiness for the next test stage or for system implementation.

Problems, deficiencies, modifications, and refinements identified during testing or implementation should be tracked and tested using the same test procedures as those described in this TEMP. Specific tests may need to be added to the plan at that time, and other documentation may need updating upon implementation. Notification of implemented changes to the initiator of the incident/problem report and to the users of the system is also handled as part of the control process.

This document describes the TEMP for the <Project Name> Project. The purpose of the TEMP is to describe the methods that will be used to test and evaluate the <Project Name> system.

1.2 Scope

Describe what will be included in the test and evaluation for each test stage involved with the project. This section should describe the projected boundaries of the planned tests. Include a summary of any constraints imposed on the testing, whether they are because of a lack of specialized test equipment, or constraints on time or resources.
There are various test stages that can be performed during the project life cycle: Unit, Functional, Integration, System, Interface, Performance, Regression, Acceptance, and Pilot testing. Each testing stage may be performed individually or simultaneously in conjunction with another test stage. Each project will determine the testing stages to be completed, which may or may not include all the stages mentioned.

1.3 References

Sources referenced below should be used as references.
· List all State, Departmental, and any other mandated directives, policies, and manuals being used for testing and evaluation planning.

· List any supporting documents that are relevant to testing and evaluation planning including:

· IEEE STD 1012-2004, Standard for Software Verification and Validation, Table 1, Section 5.4.5 within table (the tables appear prior to the annexes)
· IEEE Standard 1008-1987, Standard for Software Unit Testing;

· IEEE Standard 829-1998, Standard for Software Test Documentation;

· IEEE 1062-1998, Checklist A.7 -- Supplier Performance Standards / Acceptance Criteria; and

· IEEE 1062-1998, Checklist A.10 -- Software Evaluation.

· Best Practices Website (BPWeb)  http://www.bestpractices.osi.ca.gov 
1.3.1 Project WorkSite Repository

List the document name and WorkSite reference number for any documents that can be references for this document. 
1.4 Glossary and Acronyms

List only acronyms applicable to this document.  If the list becomes longer than                  one page, move the acronym list to the Appendix.

	BPWeb
	OSI Best Practices Website http://www.bestpractices.osi.ca.gov

	Consultant
	A company or consultant who is providing services or products to support the project. 

	Deliverable
	Any tangible work (report, briefing, manual) produced by a project contractor, and required by the contractor’s contract/Statement of Work to be provided to the state.

	CM
	Contract Manager

	FM
	Functional Manager

	IT
	Information Technology

	IV&V
	Independent Verification and Validation

	OSI
	Office of Systems Integration

	PD
	Project Director

	PM
	Project Manager

	PMO
	Project Management Office

	QM
	Quality Manager

	RFP
	Request for Proposals

	SOW
	Statement of Work


1.5 Document Maintenance

If the document is written in an older format, the document should be revised into the latest OSI template format at the next annual review.

This document will be reviewed and updated as needed, as the project proceeds through each phase of the system development life cycle. 

This document contains a revision history log. When changes occur, the document’s revision history log will reflect an updated version number as well as the date, the owner making the change, and change description will be recorded in the revision history log of the document. 

2. Participants Roles and Responsibilities in Test and Evaluation 
Specifically indicate the level of authority for the Project Manager, Functional Manager, and Contract Manager. 

Describe each project team member and stakeholder involved in test and evaluation planning, and indicate their associated responsibilities for ensuring the project test plans are followed.

This section describes the roles and responsibilities of the <Project Name> staff with regard to Test and Evaluation.
All appropriate project staff will be trained on their responsibilities by their manager/lead when they join the project. Project meetings are used to brief staff on any changes to the process.
2.1 Project Director
The Project Director (PD) ultimately is responsible for the final decision on all Test and Evaluation issues.

2.2 Project Manager

The Project Manager (PM) is responsible for confirming Test and Evaluation results.
2.3 Test Manager

The Test Manager (TM) is responsible for overseeing the Test and Evaluation process, including creating test plans, execution, review, and coordinating acceptance. 

2.4 Test Team
The Test Team is responsible for testing or assisting with testing of the Prime Contractor's system.
2.5 Quality Manager

The Quality Manager (QM) monitors the prime contractor’s testing efforts and participates in any reviews. 

2.6 Independent Verification and Validation 

The Independent Verification and Validation (IV&V) contractor, if there is one, reports to the organization designated by either the project’s sponsor or by OSI and monitors the project. IV&V may participate in testing, evaluation of results, and review meetings.
3. Test Strategy and Method
The following sub-sections define the testing stages to be established and controlled in accordance with the project requirements. The testing stages to be controlled will be based on several factors such as size, complexity, cost, and risk and is unique for every project. Examples of the testing stages include, but are not limited to: unit, functional, integration, system, interface, performance, regression, user acceptance, and pilot testing. Testing shall include both implicit and explicit requirements. Once the testing stages are determined, the strategy for each test stage is developed. Examples include: functional (“black box”) testing, structural (“white box”) testing, and statistical testing. Finally, the coverage of the testing effort will be determined to ensure the testing effort covers the required areas. Examples of test coverage include: requirements, statements, paths, branches, and usage profiles.
Include a description of the testing methods for each stage of testing. Examples of testing methods are simulation, modeling, functional, architectural, top-down, bottom-up, demonstration, inspection, hardware/software-in-the-loop, and analysis. Establish the test readiness criteria for each stage of testing. Examples of test readiness criteria include: software units have successfully completed a code peer review and unit testing before they enter integration testing; the software has successfully completed integration testing before it enters system testing; and a Go/No Go decision is made before the software enters user acceptance testing.

3.1 Unit Testing
This section must identify how unit testing will be controlled on the project and the control procedures. This section must also define the test methodology for conducting unit testing, including metrics. If unit testing is not controlled, the definition of the test methodology serves as a recommended approach. The test methodology must define the testing strategy, “black-box” testing, “white-box” testing, statistical testing, as well as the coverage approach. This section must also define the source of the test requirements since the unit testing must match the requirements defined in the contract, the system requirements specification (SyRS), the software requirements specification (SRS), the detailed design specification (DDS), and any additional requirements approved via a work authorization.
Identify the test environment to be used for this stage of testing. Specify the needed properties of the environment(s) where the testing will occur for each testing stage. Identify the physical characteristics and configurations of the needed hardware. Identify the communications and system software needed to support the testing. Describe the level of security needed for the test facilities, system software, and proprietary components such as software, data, and hardware. Specify any other requirements such as unique facility needs, special test tools, or environment preparation.
3.2 Functional Testing

This section must identify how functional testing will be controlled by the project and the control procedures. This section must also define the test methodology, including metrics for conducting functional testing. 
Identify the test environment to be used for this stage of testing. Specify the needed properties of the environment(s) where the testing will occur for each testing stage. Identify the physical characteristics and configurations of the needed hardware. Identify the communications and system software needed to support the testing. Describe the level of security needed for the test facilities, system software, and proprietary components such as software, data, and hardware. Specify any other requirements such as unique facility needs, special test tools, or environment preparation.
3.3 Integration Testing
This section must identify how integration testing will be controlled by the project and the control procedures. This section must also define the test methodology for conducting integration testing, including metrics. The integration testing methodology must not only cover the testing strategy and the coverage approach, it must also address how the integration test requirements will be identified. 
Identify the test environment to be used for this stage of testing. Specify the needed properties of the environment(s) where the testing will occur for each testing stage. Identify the physical characteristics and configurations of the needed hardware. Identify the communications and system software needed to support the testing. Describe the level of security needed for the test facilities, system software, and proprietary components such as software, data, and hardware. Specify any other requirements such as unique facility needs, special test tools, or environment preparation.
3.4 System Testing
This section must define the control procedures. The system testing methodology must be defined to include strategy and coverage, including metrics. This section must also define the source of the test requirements since the testing must match the requirements defined in the contract, the system requirements specification (SyRS), the software requirements specification (SRS), the detailed design specification (DDS), and any additional requirements approved via a work authorization.
Identify the test environment to be used for this stage of testing. Specify the needed properties of the environment(s) where the testing will occur for each testing stage. Identify the physical characteristics and configurations of the needed hardware. Identify the communications and system software needed to support the testing. Describe the level of security needed for the test facilities, system software, and proprietary components such as software, data, and hardware. Specify any other requirements such as unique facility needs, special test tools, or environment preparation.
3.5 Interface Testing

This section must describe the control procedures for interface testing as well as the strategy and coverage approach, including metrics. 
Identify the test environment to be used for this stage of testing. Specify the needed properties of the environment(s) where the testing will occur for each testing stage. Identify the physical characteristics and configurations of the needed hardware. Identify the communications and system software needed to support the testing. Describe the level of security needed for the test facilities, system software, and proprietary components such as software, data, and hardware. Specify any other requirements such as unique facility needs, special test tools, or environment preparation.
3.6 Performance/Stress Testing
This section must describe the performance/stress testing, its control procedures, and the testing methodology proposed to include strategy and coverage including metrics. This section should also define how the performance/stress testing integrates with the other standard testing, and must define the source of the test requirements since the testing must match the requirements defined in the contract, the system requirements specification (SyRS), the software requirements specification (SRS), the detailed design specification (DDS), and any additional requirements approved via a work authorization. 
Identify the test environment to be used for this stage of testing. Specify the needed properties of the environment(s) where the testing will occur for each testing stage. Identify the physical characteristics and configurations of the needed hardware. Identify the communications and system software needed to support the testing. Describe the level of security needed for the test facilities, system software, and proprietary components such as software, data, and hardware. Specify any other requirements such as unique facility needs, special test tools, or environment preparation.
3.7 Regression Testing

This section must describe the regression testing, its control procedures, and the testing methodology proposed to include strategy and coverage, including metrics.
Identify the test environment to be used for this stage of testing. Specify the needed properties of the environment(s) where the testing will occur for each testing stage. Identify the physical characteristics and configurations of the needed hardware. Identify the communications and system software needed to support the testing. Describe the level of security needed for the test facilities, system software, and proprietary components such as software, data, and hardware. Specify any other requirements such as unique facility needs, special test tools, or environment preparation.
3.8 User Acceptance Testing
This section must describe the control procedures for user acceptance testing as well as the strategy and coverage approach, including metrics. The strategy normally used for user acceptance testing comes from the user and must address the current business needs for the system. The coverage approach for user acceptance testing is typically fragmented since the user is driving what the test cases are. This section must document how the project is going to conduct user acceptance testing, including how the requirements for approval by the users will be developed. 
Identify the test environment to be used for this stage of testing. Specify the needed properties of the environment(s) where the testing will occur for each testing stage. Identify the physical characteristics and configurations of the needed hardware. Identify the communications and system software needed to support the testing. Describe the level of security needed for the test facilities, system software, and proprietary components such as software, data, and hardware. Specify any other requirements such as unique facility needs, special test tools, or environment preparation.
3.9 Pilot Testing

This section must describe the control procedures for pilot testing as well as the strategy and coverage approach, including metrics. Pilot Testing may not be required in all instances. The strategy normally used for pilot testing comes from the user and must address the current business needs for the system. The coverage approach for pilot testing is typically fragmented since the user is driving what the test cases are. This section must document how the project is going to conduct pilot testing, including how the requirements for approval by the users will be developed. 
Identify the test environment to be used for this stage of testing. Specify the needed properties of the environment(s) where the testing will occur for each testing stage. Identify the physical characteristics and configurations of the needed hardware. Identify the communications and system software needed to support the testing. Describe the level of security needed for the test facilities, system software, and proprietary components such as software, data, and hardware. Specify any other requirements such as unique facility needs, special test tools, or environment preparation.
4. Evaluation Criteria
Define the approach that will be used in establishing the criteria for evaluating the test results for each stage of testing to be performed on the project. Test results may include simple Boolean Pass/Fail results or they may include data that may vary in range. This section must define how the test criteria should be established to ensure consistence between the various testers developing the criteria.
5. Incident Management

For each testing stage, identify how incidents are identified and logged, how they are reported and prioritized and how fixed code will be re-introduced to be retested. Include any specific responsibilities of those involved in the incident process. The Incident Tracking Log must be used to capture the details of each incident.
6. Requirements Traceability Matrix
The Requirements Traceability Matrix is created during SDLC testing. The template is available on the Best Practices Website (BPWeb) http://www.bestpractices.osi.ca.gov . This matrix should include requirements identified in the contract, from the system requirements specification (SyRS), from the software requirements specification (SRS), from the detailed design specification (DDS), and any additional requirements approved via a work authorization. The Requirements Traceability Matrix captures all the required requirements for the project and should be used to verify that only what is required is developed and tested. This matrix is used in conjunction with the Test Case Report and the Corrective Action Plan (CAP).
7. Review and Approval Process
At the end of each test stage, a Test Summary Report is created, reviewed and approved. Identify who will be involved in the reviews and who has the authority to approve, halt, or resume testing for each stage of testing to be performed on the project. Once the Test Summary Report is approved, authority to move to the next testing stage is allowed. 
8. Test Resources

Identify the resources for each test stage approved for the project. The resources need to be defined in terms of type, quantity, skill-level, and schedule availability required to support each test activity.
9. Test Schedule

The Project Schedule should include tasks for all the proposed testing stages (i.e., unit, functional, integration, system, interface, performance, regression, user acceptance, and pilot) and major testing activities performed throughout the project life cycle. The schedule should include major milestones such as test stages, test stage reviews and approvals and test completions.  The schedule should also include resources, both personnel and financial.  
10. Test Plan Template
Each test stage must have its own Test Plan (Appendix A). Project Test Plans for unit, functional, integration, system, interface, performance, regression, user acceptance, and pilot testing shall be included in this document as appendices. Test Plans are created to accomplish specific objectives, define responsibilities, schedules, and resource requirements. Test procedures provide the detailed direction, steps of setting up the testing environment, test inputs, test data collection, test article identification, and all the necessary steps to accomplish the testing. 
11. Test Case Report 
The purpose for the use of a Test Case Report (Appendix B) is to allow for the documentation and comparison of the system against the defined specifications. These rules are based on the following Institute of Electrical and Electronics Engineers (IEEE) Standards (STD): IEEE STD 829-1998 (Software and System Test Documentation), IEEE STD 1008-1987 (Software Unit Testing), IEEE STD 1012-2004 (Verification and Validation).
The Test Case Report is a component of a larger group of project system test documents. The Test Case Report should be utilized for all testing stages to document the details for each test case. Every test case should have a completed Test Case Report, regardless if the test scenario is successful or not.
12. Test Log

The Test Log (Appendix C) is used to create a chronological record about the actual execution of tests. The Test Log provides a place to review the status of all test cases. These rules are based on the following IEEE STDs: IEEE STD 829-1998 (Software and System Test Documentation), IEEE STD 1008-1987 (Software Unit Testing), IEEE STD 1012-2004 (Verification and Validation).

The Test Log is a component of a larger group of project system test documents. The Test Log should be utilized to capture the details of all test cases.
13. Incident Tracking Log 
The Incident Tracking (Appendix D) is used in conjunction with Test Case Report to create a chronological record about the actual execution of tests. The results of the tests provide detailed evidence for incident reporting and enable reconstruction of testing as needed. These rules are based on the following IEEE STDs: IEEE STD 829-1998 (Software and System Test Documentation), IEEE STD 1008-1987 (Software Unit Testing), IEEE STD 1012-2004 (Verification and Validation).
The Incident Tracking Log is a component of a larger group of project system test documents. The Incident Tracking Log should be utilized for all testing stages to capture the details of unsuccessful test cases. This log documents the case and incident information.
14. Corrective Action Plan (CAP):
The Corrective Action Plan (CAP) (Appendix E) is used to capture any requirements and/or deficiencies that were not completed successfully during a testing stage. This plan will address the approach of how the incident will be corrected and in which test stage each requirement/deficiency will be completed. Each incident included in the tracking log will be included in the CAP for documentation purposes.
15. Test Summary Report

The Test Summary Report (Appendix F) derives its information from the results of the testing effort and should summarize all testing activities. The Test Summary Report will provide a formal reporting mechanism for approval related to the specific testing stage. These rules are based on the following IEEE STDs: IEEE STD 829-1998 (Software and System Test Documentation), IEEE STD 1008-1987 (Software Unit Testing).

The Test Summary Report is a component of a larger group of project system test documents. The Test Summary Report should be utilized for all testing stages and requires approval before the next testing stage or implementation processes can begin.

16. Appendices

Label appendices alphabetically. Appendices may be used to contain referenced information or information which might otherwise have rendered the document less readable if placed in the main body. Test Plans for each stage of testing should be included as an appendix. Appendices may also be used for information that needs to be bound separately for security reasons. The contractor/project should use as many appendices as is reasonable and makes sense for the deliverables.

APPENDICES

Appendix A :  Test Plan 
	GENERAL INFORMATION

	Test Stage:
	 FORMCHECKBOX 
Unit                       FORMCHECKBOX 
Functionality           FORMCHECKBOX 
Integration           FORMCHECKBOX 
System         FORMCHECKBOX 
Interface        
 FORMCHECKBOX 
Performance         FORMCHECKBOX 
Regression             FORMCHECKBOX 
Acceptance         FORMCHECKBOX 
Pilot

Specify the testing stage for this plan.

	Test Case Number
	Test Description
	Requirement 

Fulfilled
	Expected Results

	Enter the unique identifier number for each test case.
	Specify the steps to conduct the test case.
	Specify the requirement fulfilled with this test case.
	Specify the expected results for each step of this test case.

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Note: Use the information in this plan to define responsibilities, schedules, and resource requirements and to create test procedures.

Appendix B :  Test Case Report
(Use one template for each test case)
	GENERAL INFORMATION

	Test Stage:
	 FORMCHECKBOX 
Unit                       FORMCHECKBOX 
Functionality           FORMCHECKBOX 
Integration           FORMCHECKBOX 
System         FORMCHECKBOX 
Interface        
 FORMCHECKBOX 
Performance         FORMCHECKBOX 
Regression             FORMCHECKBOX 
Acceptance         FORMCHECKBOX 
Pilot

Specify the testing stage for this test case.

	Test Date:
	mm/dd/yy
	System Date, if applicable:
	mm/dd/yy

	Tester:
	Specify the name(s) of who is testing this case scenario.
	Test Case Number:
	Specify a unique test number assigned to the test case.

	Test Case Description:
	Provide a brief description of what functionality the case will test. 

	Results:
	 FORMCHECKBOX 
Pass      FORMCHECKBOX 
Fail
	Incident Number, if applicable:
	Specify the unique identifier assigned to the incident.

	INTRODUCTION

	Requirement(s) to be tested:
	Identify the requirements to be tested and include the requirement number and description from the Requirements Traceability Matrix.

	Roles and Responsibilities:
	Describe each project team member and stakeholder involved in the test, and identify their associated responsibility for ensuring the test is executed appropriately.

	Set Up Procedures:
	Describe the sequence of actions necessary to prepare for execution of the test.

	Stop Procedures:
	Describe the sequence of actions necessary to terminate the test.

	ENVIRONMENTAL NEEDS

	Hardware:
	Identify the qualities and configurations of the hardware required to execute the test case.

	Software:
	Identify system and application software required to execute the test case. Specify any software that the test case will interact with.

	Procedural Requirements:
	Describe any constraints on the test procedures necessary to execute the test case.

	TEST

	Test Items and Features:
	Identify and describe the items and features that will be exercised by the test case. Group the test cases into logically related scenarios that test related items and features. For each item or feature, a reference to its associated requirement source should be included.

	Input Specifications:
	Define each input required to execute the test case, and reference any required relationships between inputs.

	Procedural Steps:
	Describe the sequences of actions necessary to prepare and execute the test case. Provide detailed test procedures for each test case; explain precisely how each test case will be executed.

	Expected Results of Case:
	Describe the outcome anticipated from the test case. Specify the criteria to be used to determine whether the item has passed or failed.

	ACTUAL RESULTS

	Output Specifications:
	Define all of the outputs and features required of the test case and provide expected values. While executing the test, record and describe the visually observable outputs as they occur. Produce tangible evidence of the output such as a screen print. At the conclusion, describe the actual outcome. Indicate whether the test passed or failed, and identify any discrepancies between the expected results and the actual results.


Appendix C :  Test Log

(Use this template to log all test cases and results)
	Requirement Number Tested
	Test Case Number
	Test Case Description
	Date Tested
	Test Stage Tested
	Pass (P)
	Fail (F)

	Use the requirement number included in the Requirements Traceability Matrix
	Specify the unique test number assigned to the test case
	Provide a brief description of the functionality the case will test
	mm/dd/yy
	Unit, Functional, Integration, System, Interface, Performance, Regression, Acceptance, Pilot
	P
	F

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	TOTAL (Pass/Fail)
	0
	0


Appendix D :  Incident Tracking Log

(Use one template for each failed test case)
	GENERAL INFORMATION

	Test Stage:
	 FORMCHECKBOX 
Unit                       FORMCHECKBOX 
Functionality           FORMCHECKBOX 
Integration           FORMCHECKBOX 
System         FORMCHECKBOX 
Interface        
 FORMCHECKBOX 
Performance         FORMCHECKBOX 
Regression             FORMCHECKBOX 
Acceptance         FORMCHECKBOX 
Pilot

Specify the testing stage for this test case.

	Tester:
	Specify the name(s) of who tested this case scenario.
	Test Case Number:
	Specify a unique test number assigned to the test case.

	Test Description:
	Provide information that applies to the log entries and identify items being tested, such as versions or revision levels. Describe environmental attributes in which the testing is being conducted.

	Incident Number:
	Specify the unique identifier assigned to the incident.

	ACTIVITIES AND EVENTS

	Environmental Information:
	Record any environmental conditions that were specific for the test execution.

	Unusual Events:
	Record details of what happened before and after the occurrence of unexpected events and document conditions surrounding the test.

	INCIDENT TRACKING

	Summary of Incident:
	Provide a summary of the incident, including any relevant information to the incident.

	Inputs:
	Describe the exact sequences of actions taken when executing the test case that resulted in the incident.

	Expected Results:
	Describe the expected results of the test case.

	Actual Results:
	Describe the actual results of the test case.

	Abnormalities:
	Describe any abnormalities of the test results and how the actual results differed from the expect results.

	Date and Time of Incident:
	Record the data and time of the incident.

	Procedural Step:
	Describe the procedural step of the test case where the incident occurred.

	Environment:
	Describe the environmental factors that existed when the test case was executed.

	Attempts to Repeat:
	Describe the number of attempts to repeat execution of the test and note if the incident occurred consistently or intermittently across attempts.

	Impact:
	Describe the impact this test incident will have on other testing activities.


Appendix E :  Corrective Action Plan (CAP)

(Use one template for each incident)

	GENERAL INFORMATION

	Test Stage:
	 FORMCHECKBOX 
Unit                       FORMCHECKBOX 
Functionality           FORMCHECKBOX 
Integration           FORMCHECKBOX 
System         FORMCHECKBOX 
Interface        
 FORMCHECKBOX 
Performance         FORMCHECKBOX 
Regression             FORMCHECKBOX 
Acceptance         FORMCHECKBOX 
Pilot

Specify the testing stage where the requirement was not met or the deficiency occurred.

	Incident Number:
	Specify the unique identifier assigned to the incident.
	Test Case Number:
	Specify the unique test case number.

	Test Description:
	Describe the items being tested, such as versions or revision levels. Describe environmental attributes in which the testing is being conducted.

	Requirement not met:
	Describe the requirement and/or deficiency that were not successfully completed during a testing stage. Identify the requirement number and details from the Requirements Traceability Matrix.

	Results of Incident Correction Re-Test:
	 FORMCHECKBOX 
Pass      FORMCHECKBOX 
Fail
	Re-Test Case Number, if applicable:
	Specify the unique test case number.
	Date of Incident Correction 
Re-Test:
	mm/dd/yy

	INCIDENT

	How was the Incident Identified:
	Describe how the incident was indentified during the test stage.

	Incident Description:
	Describe the incident, in detail.

	APPROACH TO COMPLIANCE

	Corrective Action:
	Describe the necessary steps to correct the incident.

	Roles and Responsibilities:
	Describe each project team member and stakeholder involved in the correction and re-test, and identify their associated responsibilities for ensuring the test is executed appropriately.

	Interim Activities (until compliance is reached):
	Describe any processes or procedures that need to be followed until the incident is corrected.

	Approval of Approach:
	Describe the approval process required for the correction of the incident.

	SCHEDULE FOR COMPLIANCE

	Major Milestones:
	Provide the milestones and dates for the correction of the incident. 

	Dependencies:
	List any dependencies to other tests, tasks, projects, etc.

	COST OF COMPLIANCE

	Time:
	List any additional cost in time due to the correction of the incident.

	Resources:
	List any additional cost in resources due to the correction of the incident.

	Fiscal Impact:
	List any additional fiscal impact due to the correction of the incident.

	CONCLUSION AND NEXT STEPS

	Checkpoints:
	Designate checkpoints to ensure the correction of the incident.

	Re-assessment of Incident:
	Describe the steps required to re-assess the incident once it has been corrected and re-tested. If the re-test is unsuccessful, include how this open incident will be handled. If the incident cannot be corrected, describe how it will be dealt with. Include any timeframes, if appropriate.

	Approvals and Certification of Compliance:
	Describe the approval required for the re-assessment/certification of compliance once the incident has been corrected and re-tested successfully.

	Formal Review of Status:
	Describe the steps necessary for a formal status review of the correction of the incident.


Appendix F :  Test Summary Report
(Complete one template for each test stage)
	GENERAL INFORMATION

	Test Stage:
	 FORMCHECKBOX 
Unit                       FORMCHECKBOX 
Functionality           FORMCHECKBOX 
Integration           FORMCHECKBOX 
System         FORMCHECKBOX 
Interface        
 FORMCHECKBOX 
Performance         FORMCHECKBOX 
Regression             FORMCHECKBOX 
Acceptance         FORMCHECKBOX 
Pilot

Specify the testing stage for this Test Summary Report.

	Summary Review Date:
	mm/dd/yy

	TEST SUMMARY

	Test Summary:
	Identify the items tested, any relevant version/revision level and summarize the evaluation of the test items. Reference any pertinent system test documents such as the test case, test log, and incidents.

	Variances:
	Report observed variances of the test items from the test cases. Specify known reasons for each variance found.

	Assessment:
	Report observations on the breadth of the testing process based upon the system test documents, test plan, and test cases.

	Summary of Results:
	Summarize the overall results of the testing process. Identify all anomalies or incidents found during testing, discuss incident resolutions, and any unresolved incidents.

	Evaluation:
	Provide an overall evaluation based upon the test results and the number of incidents resolved or unresolved. Summarize the testing activities and the next testing steps.

	Corrective Action Plan (CAP):
	Identify any unresolved requirements or incidents not completed with this phase of testing and include them in the CAP.

	APPROVALS

	<Signature>:
	Identify the person and title that must authorize and sign off for this testing stage. Once all signatures are obtained, the next testing stage/implementation may begin.

	<Signature>:
	Identify the person and title that must authorize and sign off for this testing stage. Once all signatures are obtained, the next testing stage/implementation may begin.

	<Signature>:
	Identify the person and title that must authorize and sign off for this testing stage. Once all signatures are obtained, the next testing stage/implementation may begin.
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