INTERNAL AUDIT REPORT
Auditable Area:  X
As of :

INDEX

AREA









PAGE
I. Overview, Scope and Approach






    
II. Results and Conclusion








III. Area X Observations, Risks, Recommendations, and Management Actions

    
IV. Definitions:  Risk Ratings, Risk Types, and Internal Audit Opinions


   
INTERNAL AUDIT REPORT:  Area X
To:  Members of the Audit Committee of the Board of Directors
Date:  

I.  Overview, Scope and Approach

The following table quantifies the number of key controls that were identified and reviewed:

	
	

	Financial Reporting Related
	

	Operational Only
	

	Regulatory Only
	

	Total Key Controls
	


II.  Results and Conclusion

Internal Audit Opinion: _______(See Section VI. for definition)

Add commentary on how the audit opinion was decided and include positives noted in the audit area.  

Further, several control environment strengtheners, representing best practices, have been included in this report for purposes of communication to management and can be addressed at the discretion of management.   

Respectfully, 

Director of Internal Audit

cc: 

III.  Area X 
       Observations, Risks, Recommendations, and Management Actions

	Observation
	Risk Rating1, Type1, Description   

1See definition Section VI
	Recommendation
	Management Actions and Due Dates

	
	Low  Financial/Market
	
	

	
	Low  Business, Fraud
	
	

	
	Low  Systems
	
	


Control Environment Strengtheners:

VI.  Risk Ratings, Types, and Definitions

High Risk:  >50% likelihood of risk occurrence in the next 3 years AND/OR significant financial (>$5 million) or non-financial (e.g. reputational, operational) impact

Medium Risk: 10%--50% likelihood of risk occurrence in the next 3 years AND/OR material financial (>$1 million) or non-financial impact

Low Risk:  <10% likelihood of risk occurrence in the next 3 years AND immaterial financial (<$1 million) or non-financial impact

	Risk Type
	Definition

	Financial/Market
	The risk of impact to the Company's financial position resulting from the volume, complexity, or materiality of cash and investment transactions.

The risk that investments, other assets, and liability values are illiquid or volatile due to fluctuations in financial, credit, and real estate markets, interest rates, etc.

	Business
	The risk of business loss or volatility from: 

· damage to the Company's reputation in the community and agent/insured relationships due to Company acts or decisions;

· economic environment;

· increased competition; and/or

· inappropriate market or corporate strategies.

	Operational/Insurance
	The risk that Company operations are not designed or operating effectively and/or efficiently, primarily resulting from inadequate: 

· planning (e.g. strategic or contingency);

· funding, infrastructure;

· financial and management reporting;

· product design, pricing, distribution channels, underwriting;

· claim administration;

· third party administration; 

· reserving, modeling; and

· (or overly aggressive) performance goals.

	Systems
	The risk of electronic data integrity, privacy, and confidentiality being compromised, lost or stolen.

The risk of reliance on systems and technology that cannot adequately support the needs of the business.

	Governance/Regulatory
	The risk of non-compliance with insurance-specific laws and regulations (e.g. DBR, RI Workers' Comp, NAIC, licensing, capital, etc.) and other requirements (e.g. payroll, employment, taxes, data confidentiality, etc.), resulting in punitive and/or reputational damages.

The risk of inadequate Board and/or management oversight and monitoring to effectively and efficiently govern the Company's financial reporting, operations, and compliance functions.

	Organizational
	The risk of the organizational structure, employee resources and skills, culture, incentives, and change management agility are inadequate meet the Company's financial, operating, and regulatory objectives.

	Fraud
	The risk of fraud occurring undetected without mitigating controls or effective audit testing, creating financial or reputational loss to the Company.

	Maturity, Complexity of Controls/Processes
	The risk that formal management processes or controls are not designed or operating effectively and/or sufficient evidence to validate does not exist, resulting in unmitigated deficiencies or inefficiencies.


Internal Audit Opinions

· Effective—Effective system of internal control.  Several low risks or a medium risk control observation may exist and are adequately mitigated

· Effective—Management Actions Required.  A high risk or multiple medium risk control observations may exist, which are mitigated, but management should address to increase controls effectiveness and/or efficiency.  

· Ineffective—Unmitigated Significant Deficiency(s) or Material Weakness(es) exists and require immediate attention by management


